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4. PROCEDURE 

The Cathedral School provides students with computer/electronic facilities for educational use.  

Students may use these facilities for educational and research purposes, including for class work, 

assignments and for the development in skills using a computer. Students are also provided with 

email facilities to be used for school related business. 

Student access is a privilege, not a right and inappropriate use will result in the privilege being 

withdrawn or other consequences. The school’s computer system records all email and internet 

usage and should an issue arise in relation to email and internet usage, the relevant records will be 

accessed. 

 

Students must know, understand and respect the laws relating to privacy, intellectual property, 

copyright and ownership of data, system security and defamation rights. The school may take legal 

action against those who breach these laws or against those who bring the school into disrepute 

at any time, whether during school or outside of school.  

 

4.1 Student responsibilities for using the school’s ICT facilities 

 Only software purchased or approved by the school, and installed by the school, can be used 
on school equipment.  It is illegal to copy copyrighted software contrary to the Licence 

Agreement.  No software on the school computer system may be copied. 

 
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 Inappropriate use of social media channels will result in disciplinary actions taken by the 
school, this includes any use which can cause significant business or reputation damage to the 

school.  

4.6 Private Device Access 

Students connecting private devices to the school network are required to:  

 Follow ICT Procedures. 

 Have secure passwords and the required security applications and virus software installed 

 Ensure the device is used in a lawful, responsible and ethical manner 

 Ensure all software and other material complies with Copyright and Intellectual Property 
requirements 

 Understand that the school may restrict or deny access to the network by any private device if 

there is any suspicion that the integrity of the network might be at risk 

 Understand that the school may conduct security audits and scans of any private device 

connected or proposing to connect to the network if at any time the security of the network 

is at risk. 

5. DEFINITIONS 

 ICT – Information Communication Technology 

 Electronic Communications – includes any form of electronic communication (emailing, 
texting, social networking) 

6. REFERENCED & ASSOCIATED DOCUMENTATION 

Legislative 

 Copyright Act 1968 (Commonwealth) 

 Privacy Act 1988 (Commonwealth 


